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Altered States: State Health Privacy Laws and the Impact of the Federal Health Privacy Rule

Joy L. Pritts, J.D.*

Medical records contain some of the most intimate details about an individual that can be found in a single place. Health information privacy is based on the principle that individuals should be able to exercise control over this intimate information, both by having full knowledge about what information is contained in the records and by being able to control who has access to the information. Because professional ethical requirements do not adequately protect health information in today’s complex health care system, we have increasingly turned to the law as a source of protection.

Until the recent promulgation of the Federal Health Privacy Rule,¹ states have been the primary regulators of health information through their constitutions, common law, and statutory provisions. Although all three of these legal sources remain important, recent focus has been on the enactment of detailed health privacy statutes that apply the fair information practice principles to health information. However, for the most part states have adopted these principles in a fairly haphazard fashion resulting in a patchwork of legal protections both within and between states.

The recently issued Federal Health Privacy Rule has effectively evened out some of this discrepancy by establishing a federal floor of privacy protections based on fair information practices. The Federal Rule, however, does not afford adequate protection of health information
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because it has limited applicability and areas of lax protection. Because the Federal Rule only preempts conflicting, less protective state laws, there is still room for states to protect their own citizens by retaining or enacting health privacy protections that mirror and improve upon those in the Federal Health Privacy Rule.

INTRODUCTION

Health information privacy is based on the principle that individuals should have some control over their own medical records.\(^2\) This general principle can be broken down into two different rights: the ability to protect against unwarranted disclosures of health information (i.e., the right to protect the confidentiality of health information), and the right of access to one’s own health information.\(^3\) Although these rights have evolved along different paths, they are equally important in today’s health care system.

A. Confidentiality of Health Information

Quality medical care requires patients to share some of the most personal details of their lives with their doctors.\(^4\) As a result, a complete medical record may contain more intimate details about an individual than could be found in any single document.\(^5\) Since the time of Hippocrates, doctors have sworn to maintain the confidentiality of this sensitive information, in order to establish a trusting relationship with their patients.\(^6\)

Until the twentieth century, this ethical obligation has been the primary protection of health information.\(^7\) But the Hippocratic Oath, which is premised on a simple one-on-one doctor-patient relationship where information can remain under the control of the doctor, does not address the complexities of the modern practice of health care. Obtaining health care today can involve an entire network of health care professionals and insurers. In an attempt to contain escalating health care costs, large amounts of health care data are collected and used by those who pay for health care, including insurers, the government, and employers. The recent revolution in information technology has encouraged a movement towards computerization of the storage and transmission of medical information. Furthermore, there is an increased demand for health care information from secondary users for purposes that are not really related to health care.

Many of these holders of health information are not subject to ethical obligations to maintain its confidentiality. Even where an ethical duty
exists, in some jurisdictions it is not enforceable by law.\textsuperscript{8}

Given the numerous uses of health information and the number of people who have access to health information in today's complex health care system, many patients have concerns about the confidentiality of their own, identifiable health information.\textsuperscript{9} According to a recent poll,\textsuperscript{10} only one third of U.S. adults say they trust health plans and government programs like Medicare to maintain confidentiality all or most of the time. One in five American adults believe that a health care provider, insurance plan, government agency, or employer has improperly disclosed personal medical information. Half of these people say it resulted in personal embarrassment or harm. Patients fear that their employers, family members, or friends may discover that they have a sensitive health condition that could negatively impact their job security, relationships, or personal safety. As a result, one in six American adults say they have done something out of the ordinary to keep personal medical information confidential. Among the actions reported: going to another doctor; paying out-of-pocket for services; not seeking care; giving inaccurate or incomplete information on a medical history; and asking a doctor not to write down the health problem or record a less serious or embarrassing condition. Clearly, ethical obligations cannot sufficiently protect the confidentiality of health information in today's health care system, and additional measures are warranted.

\textbf{B. Patients' Right of Access to Their Health Information}

Protecting the confidentiality of health information is only a portion of the principle of health privacy. Assuring patients access to their health information is the other part of the equation. To a lay person, it may seem self-evident that individuals should be able to see the information in their health records. However, it was not until 1984 that the American Medical Association officially expressed the belief that doctors should, on request of the patient, provide a copy or a summary of patient's medical record.\textsuperscript{11} Although many health care professionals have similar ethical obligations, many holders of health information, such as insurers, are not subject to these same ethical guidelines. With the increasingly wide use of health information for secondary purposes, such as employment, it has become even more important that individuals be able verify the accuracy of their health information.\textsuperscript{12}

Because ethical guidelines are insufficient to protect either the confidentiality of health information or to ensure an individual's access to information, individuals have increasingly turned to the law as a source of protection.
Until recently, states have been the primary regulators of health information. State laws may protect the privacy of health information through three major venues: state constitutions, common law, and statute. The type and extent of protection afforded varies greatly from state to state and from entity to entity. Although there are many people and organizations that maintain health information, this Article focuses on the regulation of health care providers.

A. State Constitutional Protections

Most state constitutions afford only limited protection from the unwarranted disclosure of health information. All states have constitutional provisions similar to those in the United States Constitution, which give rise to an implied right of privacy. In addition, several states expressly grant the right to privacy in their constitutions. Whether express or implied, however, the vast majority of state constitutions protect only against state action. Even when state action is at issue, the individual’s privacy interest is often outweighed by the state’s interest in disclosure. Thus individuals generally cannot rely on state constitutions to protect them against the unwarranted use and disclosure of health information either by private parties or by the state.

Two states, California and Hawaii, however, stand out for their constitutional protections. The constitutions of both states explicitly guarantee the right of privacy to their citizens. These constitutional rights are broad and protect individuals from invasions of privacy by private citizens as well as by the state. Additionally these constitutional rights to privacy extend to medical information. Thus, citizens of California and Hawaii may rely on their state constitutions as a source of protection against unwarranted disclosures of health information.

B. State Common Law Protections

State common law provides broader protections against the disclosure of health information and affords patients a right of access to their own health information.

1. Confidentiality of Health Information. Recognizing that certain health care providers owe a common law duty of confidentiality to their patients, courts have found that actions may be maintained against these providers for unauthorized disclosures of health information under a number of legal theories including invasion of privacy, implied breach of contract,
and breach of fiduciary relationship. Obtaining a remedy for disclosure of health information under any of these theories, however, is difficult.

An increasing number of states recognize the tort of invasion of privacy based on unreasonable public disclosure of private facts. Two states, Colorado and Minnesota, have only recognized this tort within the last few years. In contrast, New York and Nebraska have affirmatively declined to recognize an invasion of privacy tort based on this particular theory and demonstrate no indication of changing their position. Although in the past Indiana seemed to endorse this cause of action, recently the state appears to be wavering on its position. Some states, such as North Dakota and Wyoming, appear to have not squarely addressed the issue.

Even where the cause of action has been recognized, the success rate of plaintiffs has been extremely low, perhaps because of its strict requirements. Prevailing on a “wrongful disclosure” claim requires proof that there was a public disclosure of a private matter that was not of legitimate concern to the public and that the disclosure would be highly offensive to a reasonable person. Although matters concerning a person’s medical treatment or condition are generally considered private, proving that the publication of a particular medical condition or treatment is “highly offensive” may be more problematic. Additionally, some courts have found that the tort requires disclosure to the general public or a wide audience, a standard that may not be met when health information is disclosed to only a few.

Having struggled in their efforts to devise a civil remedy for wrongful disclosures of health information, courts have moved towards adopting a tort for breach of confidentiality in its own right, “based on the nature of the patient-physician relationship itself, either because of its fiduciary character or because it is customarily understood to carry an obligation of secrecy and confidence.” Courts in at least twelve jurisdictions have adopted this approach, Ohio as recently as 1999. The underlying duty of confidentiality is not absolute, and the courts have indicated that there is no breach of confidentiality when a disclosure is made as required by statute (such as mandatory reporting to state officials of infectious or contagious diseases) or common law (such as a duty to disclose information concerning the safety of third persons).

In sum, there are a number of common law actions upon which a patient can bring an action for the unauthorized disclosure of her health information. And most courts seem to be willing to find some theory under which they can address the wrongful disclosure of health information.

2. Patient Access to Health Information. Another aspect of health
informational privacy is the ability to know the contents of one's medical records. Although there is not a surfeit of common law in this area, states that have confronted the issue generally have recognized a qualified common law right to inspect one's own medical records. Some courts based this right of access on property principles, holding that although the health care provider may own the actual medical record, the patient has a property right in the information contained in the record sufficient to afford reasonable access rights to that information. Other courts have based the common law right of access to medical information on a health care provider's fiduciary duty to reveal to a patient information that is in her best interest to know.

Although the common law establishes a general right of access to one's own health information, it gives little guidance as to what constitutes "reasonable access." These cases also fail to define parameters as to the degree of discretion the health care provider has in determining what information is in the best interest of the patient.

C. State Statutory Protections

Beginning in the 1970s, the trend has been to augment existing state constitutional and common law rights with statutory protections specifically designed to protect the confidentiality of health information and to ensure that individuals have access to their own information. Although common law developments continue to be important, states have increasingly focused on enacting distinct statutory requirements.

This shift to statutory protections can be seen as an outgrowth of the development of fair information practice principles. Although these standards have been grouped and characterized in various fashions, with respect to health information, they may generally be seen as encompassing the following principles:

- A patient should have the right to see and copy her own health information.
- A patient should have the right to amend or correct such information.
- There should be defined limits on how identifiable health information can be used and shared. A patient's authorization should be obtained before using or disclosing health information for purposes not related to health care.
- An entity that maintains and shares identifiable health information should provide individuals with a notice of its information practices.
• Entities that maintain health information should be required to have procedures and practices in place to safeguard the information from unwarranted intrusion.

• Entities should be held accountable if they violate these principles.48

Although states have applied many of these principles to health information, most have done so in a fairly ad hoc fashion, addressing particular entities or medical conditions, and applying certain principles but not others. Furthermore, in spite of some concerted efforts,44 these principles have not been adopted uniformly among states. The net result is a patchwork of state health privacy laws that provide little consistency from entity to entity or from state to state.

1. Patients’ Access to Their Own Health Information. Patients should be able to see and copy their own health information.45 There are a variety of policy factors supporting this principle, not the least of which is a matter of basic fairness. If others outside the medical system are using health information to make important employment and insurance related decisions about individuals, those individuals should at least have the right to see and verify the information upon which those decisions are based.46 Moreover, patients who have access to their medical information can better understand their medical conditions and participate more actively in treatment.47

In 1977, only nine states clearly granted a patient the right to inspect, and in some instances obtain a copy of, her own medical record, while ten other states had “vaguely worded statutes or regulations that allow a patient, relative, physician or attorney to access the patient’s medical record.”48 Although these numbers have significantly improved, there is still a wide disparity in statutory access rights both between states and within many given states.

Currently, more than thirty states statutorily grant patients an unencumbered right to inspect and/or copy their medical records that are held by hospitals and health care professionals, including doctors.49 Some states, such as Ohio and Wyoming, provide a statutory right of access only to records held by hospitals.50 Other states afford access rights only to records held by hospitals and doctors, while yet others define the term health care provider broadly to encompass a variety of health care professionals.51 Nebraska, for instance, recently passed an act that for the first time statutorily provided patients access to their medical records maintained by a wide range of health care providers.52 A few state statutes grant patients access to their medical records only through an attorney.53 Some states, such as Iowa, Kansas, and Vermont, however, have no general
statutory right of access to medical records.\(^{54}\)

Many states have begun to recognize the need to extend the right of access beyond doctor and hospital records. For example, almost one third of the states have statutes that expressly grant patients access to health records maintained by pharmacists.\(^ {55}\) Some states, such as Montana and Washington, have purposefully chosen to exclude pharmacists from their access provisions on the grounds that, traditionally, the relationship between a pharmacist and a patient more closely resembled a seller-customer relationship than a provider-patient relationship.\(^ {56}\) This perspective, however, fails to take into account the increasingly complex role that pharmacists play in today's health care systems.\(^ {57}\)

With the growing popularity of alternative health care,\(^ {58}\) states are beginning to subject some of these non-traditional providers to patient access requirements.\(^ {59}\) For example, at least sixteen states clearly grant patients the right to see and copy their health information that is maintained by acupuncturists.\(^ {60}\) Similarly, as states begin to recognize naturopaths and homeopaths as legitimate health care providers, they have also begun to statutorily grant patients access to the records maintained by these alternative care providers.\(^ {61}\)

The result of this piecemeal approach is that in any given state patients may have a statutory right of access to health records maintained by only a fraction of the health care professionals who are engaged in their care. For instance, in Ohio, patients have a statutory right of access to their hospital records, but not the records of their doctors.\(^ {62}\) Oklahoma statutorily grants patients access rights with respect to health information maintained by hospitals and doctors, but not with respect to similar information maintained by pharmacists.\(^ {63}\) And Rhode Island citizens have the statutory right of access to health information maintained by physicians, but not to information held by hospitals, pharmacists, or other health care providers.\(^ {64}\) Thus, even within a particular state, there may be, at best, a sporadic application of the fair information principle of individual access.

The same holds true when comparing access rights between different states, with the result that citizens in neighboring states can have vastly different rights with respect to their health information.\(^ {65}\) For instance, Maryland provides its citizens with a broad right to see, copy, and amend their health information maintained by a wide range of health care providers and health care facilities.\(^ {66}\) In contrast, its neighboring state, Delaware, does not statutorily grant its citizens the right of access even to health information held by hospitals and doctors.\(^ {67}\)

2. Patients' Right to Amend Health Records. A patient should be able to not only review her medical records but also should be able to correct any
errors or amend any inadequacies in them. The accuracy of health care information is obviously important for the delivery of quality health care. However, accuracy is equally important for many of the non-medical uses of health information. Medical information may be used to evaluate applications for life and health insurance, to make employment decisions, or used in civil litigation, totally unrelated to the quality of health care received (such as child custody cases). Given the potentially serious repercussions of having incomplete or inaccurate medical records, patients should be able to at least supplement or amend their health information.

Yet, only a handful of states, including California, Maine, Maryland, Montana, New York, Texas, and Washington afford patients the right to amend or supplement medical records maintained by health care providers and facilities. Generally, these states have taken a consistent approach: If there is a right of access to health information held by a particular health care provider, there is also a right to amend that information.

3. Restrictions on Use and Disclosure of Health Information. There should be clear rules delineating the appropriate uses and disclosures of health information. Widespread demands for health information from parties both within and beyond the health care system and increasing reliance on computer-based information systems threaten to undermine the confidentiality of the physician-patient relationship. Statutorily imposing restrictions on the use and disclosure of health information is beneficial for both patients and health care providers. From the patient’s perspective, there will be no surprises. The statutory restrictions spell out to whom their health information can be shared and under what circumstances. From the provider’s perspective, a concrete set of rules often can function essentially as a shield: If the provider discloses health information in accordance with the rules, he will not be liable for an improper disclosure. Equally important, enforceable limits on disclosure can serve as the basis for refusing outside demands for health information.

While every state has some statutes restricting the use and disclosure of medical information, few states have taken a comprehensive approach. Rather, state statutes protecting the confidentiality of health information tend to be either condition specific or entity specific, leaving much information in the health care system uncovered.

One type of health privacy statute is common to virtually every state. States provide some protection to health data collected for public health purposes. All states require health care providers to report to state agencies certain types of patient health conditions, such as contagious or infections diseases, HIV/AIDS, cancer, and congenital defects, and
typically place restrictions on the agency's use and disclosure of the reported information. The level of protection afforded by these statutes often varies with the type of health condition.\(^7\)

Most states also have some type of statutory provider-patient privilege, which affords some limited protection of health information. The provider-patient privilege allows a patient to restrict her physician (and sometimes other health care providers) from disclosing in judicial and administrative proceedings health information received in confidence during treatment. Some experts believe that even this limited restriction has been seriously eroded in recent years.\(^7\) Moreover, there are a number of states that do not provide for the physician-patient privilege in statute and, because the privilege did not exist at common law, therefore do not recognize the privilege at all.\(^8\)

Many states also have more general provisions that restrict the use and disclosure of health care information by specific health care providers. These statutes are often contained in licensing provisions, enacted at different times. As a result, coverage is piecemeal. For instance, Vermont imposes statutory restrictions on hospitals but not on physicians or other health care providers.\(^9\) Oklahoma statutorily limits the disclosures by dentists and chiropractors but not by physicians or hospitals.\(^8\) And West Virginia has statutory restrictions on pharmacists, but not on most of the other major categories of health care providers.\(^8\) Oregon has taken a singular approach and statutorily restricts the use and disclosure of health information by public health care providers in a fairly detailed fashion, while merely encouraging private health care providers to adopt similar guidelines.\(^8\) The result of this ad hoc approach is that in many states, there is no statutory guidance as to the proper use and disclosure of health information with respect to many of the major providers of health care.

It naturally follows that this discrepancy is also evident in doing comparisons between states. For instance, North Dakota statutorily restricts when and how hospitals may disclose health information, and South Dakota does not.\(^8\) Indiana statutorily regulates the use and disclosure of health information by a broad range of health care providers, but Ohio, its neighbor state, has no similar statutory protections.\(^8\)

States also vary widely in terms of the restrictions or prohibitions they impose on disclosures of medical records and medical information. Some states have fairly perfunctory provisions that deem records confidential and provide little additional guidance.\(^8\) However, an increasing number of states have detailed provisions governing how health care providers may use and share identifiable health information.\(^8\) Many of these statutes have the same general framework. They allow health care providers to use and
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disclose patient-identifying information without the patient's authorization for certain purposes such as treatment, payment, peer review, and research. The statutes then often impose conditions that must be met prior to disclosing health information under these circumstances. For uses and disclosures not specified in the statute, the patient's written authorization is required. Many statutes specify the particular elements that a valid authorization form must include, such as the patient's dated signature and the identification of the intended recipient of the information.

Although the general framework of these statutes may be the same, the details of the statutes can vary widely from state to state. Arizona, for example, statutorily provides that the recipient of health information from a health care provider may not further disclose the information unless it obtains the patient's authorization. In contrast, Montana and Washington have no such requirement. Virginia permits the release of health information pursuant to a subpoena only if the person seeking the records has adhered to detailed procedures intended to give the subject of the record notice that her records are being sought have been followed. But Connecticut permits the release of health information pursuant to a subpoena without any specific requirements. Florida permits the release of identifiable health information to researchers only with the permission of the patient. Rhode Island, in contrast, allows the disclosure of health information to qualified researchers without patient authorization so long as any resulting report does not identify the patient.

4. Notice of Information Practices. Under the principles of fair information practices, patients should be given notice, in plain language, of the information practices of those who generate and maintain their health information. The notice should inform patients how information will be used and to whom it will be disclosed. It should also advise patients of their right to see and amend (if applicable) their health information.

A notice of information practices can serve several important functions. In one sense, such notices serve a market function, enabling people to "make informed, meaningful choices about uses and disclosures of their health information." Furthermore, absent such notices, patients may be ignorant of the rights that they have with respect to their health information (such as their right to see and copy the information). Notices can also serve to bolster trust between health care providers and patients to the extent they remove the element of surprise about the use and disclosure of health information.

Although there seems to be little dispute that the principle of providing a notice of information practice is a sound one, only a few states require health care providers to furnish such notices to their
patients. Even Maryland's Confidentiality of Medical Records Act, which provides broad access and amendment rights, does not include such a requirement.

5. Security Safeguards. Health care providers should have in place appropriate safeguards to protect health information from unauthorized use or disclosure. These safeguards identify the means by which a provider protects the confidentiality of health information, and may include such procedures as requiring individuals to provide identification prior to furnishing access to health information. A few states such as California, Florida, and Washington have statutorily required providers to undertake security measures to ensure that health information is used and disclosed properly. Florida, for example, requires those who maintain medical records to develop and implement policies, standards, and procedures to protect the confidentiality and security of the medical record, and to train their employees in these policies, standards, and procedures.

6. Accountability. To be truly effective, health privacy statutes must be supported by strong remedies and penalties for violations. States have instituted a wide range of mechanisms for holding health care providers accountable for violations of state health privacy statutes. With respect to wrongful refusals to give patients access to their health information, some state statutes expressly grant patients the right to bring suits for equitable relief, often making the provider liable for any attorney fees resulting from the need to file suit. Other states, such as Louisiana, presume such a right to sue exists, and statutorily limit the recovery of the aggrieved patient to attorney fees and expenses incurred. Several states have no statutory remedies for violations of their statutory access provisions.

There is an even wider range in the remedies and penalties available for disclosures of health information in violation of state health privacy laws. South Carolina, for example, has no statutory remedy for disclosures in violation of its Physicians' Patient Records Act. At the other end of the continuum, Rhode Island statutorily provides that a person who violates its Confidentiality of Health Care Communications and Information Act may be liable for actual and punitive damages. If the violation is knowing or intentional, the person may be subject to criminal penalties including fine and imprisonment. Many states have statutory remedies that are somewhere in the mid-range, allowing actions for damages, but not providing for punitive awards.

7. Towards a More Uniform Approach. By incorporating only isolated elements of the fair information principles into their statutes, most states have failed to accomplish any uniformity. There are a few exceptions.
example, through the enactment of various statutes over a period of time, California has crafted some of the most consumer-protective health privacy laws in the nation. Through the Information Practices Act, the Patient Access to Medical Records Act, the Confidentiality of Medical Information Act, and the Insurance Information and Privacy Protection Act, California affords patients access rights to most of the major holders of health care information.\textsuperscript{111} The state not only restricts disclosures by health care providers and HMOs to employers, but also directly regulates the use and disclosure of health information by employers.\textsuperscript{112} Moreover, individuals have the right to sue to enforce their rights under these statutes.\textsuperscript{113} As recently as 1999, California amended its law to broaden the category of record holders covered by its Confidentiality of Medical Records Act and to increase the penalties for violating that Act.\textsuperscript{114} Yet, even California law is lacking in two major areas. There is no requirement that health care providers furnish a notice of information practices and policies to patients. The result of this lack of notice is that many individuals may be unaware of their rights with respect to their health information. Additionally, the statutory right of access to health information is not sufficiently broad. It does not cover pharmacists, a group that maintains a vast amount of health information. Neither does it cover acupuncturists and other alternative health care providers, to whom patients are increasing turning for health care.

Although most recent state legislation continues to be undertaken in a piecemeal fashion, a few states, such as Maine and Hawaii, enacted more comprehensive statutes regulating the privacy of health information. In the late 1990s, Maine substantially revised its health privacy laws by providing patients the right to amend their medical records and enacting comprehensive provisions governing the use and disclosure of health information by a wide range of health care practitioners (including doctors, pharmacists, and others) and health care facilities.\textsuperscript{115} The statute incorporates the main fair information practice principles. Maine statutorily provides patients the right to see, copy, and amend health information.\textsuperscript{116} The statute generally prohibits disclosure of health information without the patient’s authorization and then lists the circumstances under which no such authorization is required.\textsuperscript{117} Using health information for marketing purposes is prohibited unless the patient’s authorization has been obtained.\textsuperscript{118} At certain times, patients are entitled to a notice of information practices.\textsuperscript{119} Additionally, Maine’s statute requires health care providers to implement policies to ensure information is not negligently, inappropriately, or unlawfully disclosed.\textsuperscript{120} In order to hold health care providers accountable, the statute provides that the state
attorney general may enforce it. The statute also expressly grants patients a private right of action for intentional disclosures and explicitly leaves in place any common law remedies that may be applicable, including actions based on negligence.

Hawaii enacted a truly comprehensive health privacy law in 1999, with the intention of addressing the threats to health care information in the modern health care environment. The Privacy of Health Care Information Act applied to all major holders of health information including health care providers, health plans, employers, health data organizations, and educational institutions. Broadly defining health information, it protected identifying information that relates to a person's physical or mental condition, including tissue and genetic information. Individuals had the right to see, copy, and amend their health information. The Act imposed restrictions on the use and disclosure of health information, allowing it to be used freely for certain core purposes such as treatment and payment, so long as the patient had been given notice of its potential use. For other uses and disclosures, the Act required the individual's written authorization. There were, of course, major exceptions in which health information could be disclosed without the individual's authorization, such as for public health purposes and to health oversight agencies. In order to enforce the Act, individuals had the right to sue violators and could collect actual and punitive damages. The Act also provided for civil and, in certain circumstances, criminal penalties. In short, Hawaii had the most comprehensive health information privacy statute in the nation. It applied all of the fair information practice principles to all of the major holders and users of health information in the state.

II. THE FEDERAL HEALTH PRIVACY RULE UNDER HIPAA

The role of states as the predominant regulators of the privacy of health information may have changed dramatically with the recent issuance of federal regulations governing the use and disclosure of health information by the U.S. Department of Health and Human Services (HHS). The rule constitutes the first broad-ranging federal health privacy law, and effectively injects the federal government into an arena that had previously been primarily occupied by the states. Since the rule does not preempt stronger state law, however, state laws should still play an important role in protecting health information.
A. Background

HHS promulgated the Federal Privacy Rule under authority granted it in the “Administrative Simplification” provisions of the Health Insurance Portability and Accountability Act of 1996 (HIPAA). In enacting these provisions, Congress primarily sought to encourage the use of electronic technology in the health care industry as a means of improving efficiency and reducing costs. Recognizing the privacy concerns arising from an electronic health information system, Congress also required new safeguards to protect the security and confidentiality of that information. HIPAA specified that if Congress failed to pass comprehensive health privacy legislation by August 1999, HHS must promulgate such privacy protections by regulation. Congress missed the deadline for enacting legislation.

As required under HIPAA, the Secretary of HHS issued final health privacy regulations in December 2000. After a short delay, the final regulation, known as the “Privacy Rule,” became effective April 14, 2001, and compliance is generally required by April 2003.

B. General Requirements of the Federal Health Privacy Rule

The Federal Health Privacy Rule covers a core group of entities that use and share information in the health care system including: health plans, health care clearinghouses, and health care providers who transmit health information in electronic form in connection with certain financial and administrative transactions. The rule incorporates many of the basic fair information practices into the health care setting.

1. Patients' Access. The Federal Rule gives individuals the right to see and copy their own health information that is maintained by most health care providers. The procedures for initiating and responding to requests for access to health information are specified in detail, giving clear guidance as to what is expected. The Rule sets out specific limitations on when a provider may deny a patient access to her medical records (such as when the requested access is reasonably likely to endanger the life or physical safety of the individual or another). These standards for denial are more concrete than the common law approach of granting access to information that is “in the best interest of the patient.”

2. Patients' Right to Amend Health Information. The Federal Rule also grants patients the right to request that their health information be amended. Patients do not have the right to delete information from their records, but can request that information be added to an incomplete or erroneous record. There are detailed requirements for requesting an
amendment and responding either affirmatively or negatively to such a request, including provisions designed to ensure that those who need accurate health information are informed of any changes.\textsuperscript{40} Even if the provider determines to deny the request to amend, the patient still has the opportunity to submit a brief statement of disagreement into his or her record, which must be provided along with future disclosures of the underlying disputed information.\textsuperscript{41}

3. Restrictions on Use and Disclosure. The Federal Health Privacy Rule imposes restrictions on how providers may use and disclose health information.\textsuperscript{42} Perhaps most notable from a provider's perspective is the requirement that providers obtain a patient's written permission (i.e., "consent") prior to using or sharing that patient's health information for treatment, payment, or health care operations.\textsuperscript{43} To disclose health information for other purposes, a provider must have an "authorization," a more detailed written permission, specifying, among other things, to whom the information may be released, the type of information to be disclosed, and a date or event upon which the authorization expires.\textsuperscript{44} Like most state disclosure laws, the Federal Rule lists a number of exceptions under which health information can be disclosed without the individual's written permission, such as for law enforcement and research purposes.\textsuperscript{45} Under many of these exceptions, specific conditions must be met prior to disclosing health information.\textsuperscript{46}

4. Notice of Privacy Practices. In order to ensure that patients are informed of their rights with respect to their health information and are aware of how their health information may be used and disclosed, the Federal Health Privacy Rule requires health care providers to furnish to patients a notice of their privacy practices.\textsuperscript{47} Such a notice must describe the rights that patients have with respect to their health information, including their rights to see, copy, and amend their own records. Additionally, the notice must inform patients of the anticipated uses and disclosures of their health information that may be made without the patient's consent or authorization.\textsuperscript{48}

5. Security. The Federal Privacy Rule requires providers to have appropriate administrative, technical, and physical safeguards in place to protect the privacy of health information, and to reasonably safeguard such information from intentional or unintentional use or disclosure.\textsuperscript{49} HHS has also issued a separate set of proposed security regulations specifically designed to address security issues surrounding the electronic transmission of health information, which should become final in the near future.\textsuperscript{50}

6. Accountability. HIPAA establishes civil and criminal penalties for
violations of the Privacy Rule. There is a $100 civil penalty up to a maximum of $25,000 per year for each standard violated. Criminal penalties may be imposed for knowing wrongful disclosures of health information. Criminal penalties are graduated, escalating to a maximum of $250,000 for particularly egregious offenses. HHS, which has authority to enforce the Privacy Rule, has expressed an intention to stress cooperation over enforcement.

HIPAA does not create a federal private right of action based on violations of the Privacy Rule, giving enforcement responsibility solely to HHS. However, there is at least the potential that individuals may be able to enforce the Privacy Rule through state causes of action. To the extent the new federal rule may be seen as creating a new duty of care with respect to health information, violations of the rule possibly may serve as the grounds for state tort actions.

C. The Interaction Between the Federal Health Privacy Rule and State Law

HIPAA employs an issue preemption scheme with respect to state health privacy laws. State laws that are contrary to the federal regulation and that are less protective are preempted. Existing or future state laws related to the privacy of health information that are "more stringent" than the federal rule will remain in effect, even if they are contrary to the federal regulation.

Generally, a state law is "more stringent" when it provides greater privacy protection for the individual who is the subject of the information. With respect to uses and disclosures, a state law is more stringent if it prohibits or restricts a use or disclosure that would be permitted under the federal regulation. As for laws that govern patient access, a state law is "more stringent" when it provides patients with greater access to their own health information. Thus, the federal privacy regulations establish a "floor" for protecting the privacy of health information, leaving the states free to impose privacy protections on health information that are similar to or more stringent than the federal privacy regulations.

D. Gaps and Weaknesses of the Federal Health Privacy Rule

As lengthy and detailed as it is, the Federal Health Privacy Rule is not truly comprehensive. The regulation is limited in scope, leaving gaps in the protections of health information as it flows through the health care system. Furthermore, some of its provisions are weak and do not provide adequate protection of health information. This section addresses some of
these major gaps and weaknesses.

Due to HIPAA's limited delegation of authority, the Federal Health Privacy Rule only covers a limited group of persons and organizations that hold health information: health plans, health care clearinghouses, and health care providers who transmit health information in electronic form in connection with HIPAA standard transactions. This limited applicability leaves a broad range of entities that maintain health information unregulated by the federal rule. First, health care providers who do not engage in electronic standard transactions (e.g., those who rely solely on paper claims) are not covered by the regulations. Second, the Privacy Rule does not directly regulate some major entities that are responsible for generating and maintaining health information, such as employers and life insurers. Furthermore, the Privacy Rule is not directly applicable to many of those who receive health information from covered health care providers. Thus, the Federal Health Privacy Rule is sporadic in coverage, leaving unprotected many areas where health information routinely flows.

Additionally, the Federal Health Privacy Rule is not fully enforceable. There is no federal private right of action. Any individual whose rights under the law have been violated should be permitted to bring an action for actual damages and equitable relief. As HHS, itself has stated: "Only if we put the force of law behind our rhetoric can we expect people to have confidence that their health information is protected, and ensure that those holding health information will take their responsibilities seriously." Furthermore, the office charged with enforcing the Privacy Rule traditionally has limited resources, and has indicated that it intends to use a "triage" approach to complaints, focusing on violations that have a wide impact. Although this makes perfect sense from an administrative point of view, it offers little solace to an individual who suffers from an isolated violation (e.g., a patient whose doctor will not furnish a copy of her medical record).

One of the most criticized aspects of the Federal Health Privacy Rule, is its lax restrictions on the use and disclosure of health information for marketing activities. The regulation allows a provider to use a patient's health information for marketing activities without obtaining the patient's informed consent. A patient only has the opportunity to opt out of such uses after he has received the initial marketing materials. Additionally, the Federal Rule has only minimal protections with respect to disclosing health information to law enforcement personnel. The rule permits health information to be disclosed to law enforcement
officials under three types of legal process, two of which do not require any independent judicial review.\(^1\)

### III. STATE ACTIVITY IN THE POST-HIPAA ERA

The promulgation of the Federal Health Privacy Rule will certainly affect some state health privacy laws. As a practical matter, states will need to review their statutes relating to health privacy to determine what impact the Federal Rule has on state law.

The Federal Rule preempts weaker, conflicting state law. In states that have weak or few state laws, the Federal Rule will provide the predominant protection of health privacy information. But states that already have, or are willing to enact, strong health privacy laws will maintain a large role in protecting the health information of their citizens.

The issuance of the federal privacy regulations already has caused some states to reevaluate their efforts to protect health privacy at the state level. It is too early to discern any definitive trends in state law post-HIPAA. One state has used the promulgation of the Federal Health Privacy Rule as justification for reducing protections at the state level. However, other states have demonstrated their intent to maintain and increase strong state laws.

At one extreme is Hawaii, which prior to the promulgation of the federal health privacy regulations had one of the most comprehensive, consumer-protective health privacy laws in the nation.\(^1\) In July 2001, Hawaii repealed its state health privacy statute, finding that there was "little support for a Hawaii Medical Privacy Law in light of the adoption of federal rules and regulations on medical privacy by the United States Department of Health and Human Services."\(^2\)

The state has essentially reverted to a statutory scheme that has no generally applicable restrictions on the use and disclosure of health information. State statutory access rights are now limited to a few specified health care providers, and there is no statutory right to amend health information.\(^3\)

Although the Federal Health Privacy Rule does establish a minimum floor of protection, Hawaii's reliance on the federal rule in lieu of a comprehensive state law is misplaced. Taken together, the federal and state laws provide at best intermittent coverage. Many of the major entities that use and maintain health information, such as employers and other secondary recipients (who would have been regulated under Hawaii's comprehensive law) are now unregulated at both the federal and state level. Furthermore, patients have no remedy for violations of the Federal
Health Rule, other than filing a complaint with HHS. Thus, Hawaii’s repealing its state law in reliance on the Federal Privacy Rule has the net effect of weakening health privacy protections in the state.

In contrast to Hawaii, other states have demonstrated a more privacy protective policy following the issuance of the Federal Privacy Rule. Some have reaffirmed their existing health privacy laws, while others have acted to fill gaps and strengthen the weaknesses evident in the federal privacy rule.

For example, at the time the federal privacy rule was issued, Maine had a fairly comprehensive health privacy statute. Some of the protections afforded by Maine’s privacy statute exceed those contained in the Federal Privacy Rule. However, the state statute contained a sunset provision under which the privacy statute was scheduled to expire in March 2002. After the issuance of the Federal Privacy Rule, Maine repealed the sunset provision of its privacy statute, thereby allowing the state statute to co-exist with the Federal Rule indefinitely. As a result, the citizens of Maine will enjoy the floor protections afforded by the Federal Privacy Rule and enhanced protections under state law.

Florida achieved a similar result by amending its health privacy statute to strengthen some of the perceived weaknesses of the federal health privacy regulation. In particular, Florida enacted legislation that prohibits disclosing health information for marketing purposes without the patient’s written consent or authorization that would specifically permit this activity. Thus, the state law affords higher protections than the Federal Rule. Moreover, the state attorney general can enforce the state law by obtaining injunctive relief or fines up to $5,000 per violation. As a result, Florida citizens will be afforded more stringent protections against marketing that can be enforced locally.

Texas’ response to the Federal Health Privacy rule is diametrically opposed to that of Hawaii. While maintaining its existing health privacy protections, Texas recently adopted a broad health privacy statute that both mirrors and expands upon the Federal Health Privacy Rule. The Texas statute applies to a broader range of persons and entities that obtain or maintain health information than the Federal Rule. For instance, it directly regulates the recipients of health care information as well as all health care providers (not just those engaged in electronic transactions). The state statute requires these entities to comply with the Federal Health Privacy Rule, essentially enabling the state to enforce the federal standards. Disapproving of the Federal Rule’s approach towards marketing, Texas requires a provider to obtain a patient’s consent or authorization specifically for marketing purposes. Additionally, the Texas statute.
provides for civil penalties, disciplinary action by the respective licensing boards, and potential exclusion from state programs for violations of the state standards. Notably, the statute preserves any right of a person under other law to bring a cause of action or otherwise seek relief with respect to violations. Thus, Texas has both mirrored and improved upon the protections afforded in the Federal Health Privacy Rule.

IV. RECOMMENDATIONS FOR STATE ACTION

States have traditionally been the primary regulators of health care information. While the promulgation of the Federal Health Privacy Rule changes the regulatory landscape, it need not supplant the importance of state health privacy laws. In fact, states have often become more active after the enactment of federal privacy laws, enacting statutes that either mirror or build upon the federal protections. This approach, endorsed by the Privacy Protection Study Commission in the 1970s, ensures that the states will be able to enforce the law and protect their citizens. Because the Federal Health Privacy Rule does not preempt current or future stronger state health privacy laws, the states have ample opportunity to fill the gaps and strengthen the weaknesses of the federal regulation.

States therefore should not rely solely on the Federal Health Privacy Rule to protect the privacy rights of their citizens. Rather, states should take advantage of the need to evaluate their health privacy laws in light of the Federal Health Privacy Rule and take appropriate action.

States with little statutory protection of health information in place may want to use Federal Health Privacy Rule as a roadmap for enacting comprehensive state health privacy laws. At a bare minimum, states can mirror the federal protections, thereby allowing enforcement to occur at the state level. However, to afford truly comprehensive protection, states should directly regulate not only the entities governed by the Federal Health Privacy Rule, but also the other major generators and holders of health information (such as employers and life insurers). Additionally, states should directly regulate the recipients of health information from these core record keepers. Furthermore, states should strengthen some of the weak provisions of the Federal Health Privacy Rule, such as the use of health information for marketing purposes.

States with fairly well developed health privacy rules should also re-evaluate their laws in light of the Federal Health Privacy Rule. Some state and federal rules may accomplish the same goals through slightly different requirements (e.g., different content requirements for a notice advising the patient of information practices). In this situation, a state may want to harmonize its provisions with the Federal Rule in order to avoid confusion.
and to afford some degree of uniformity between states. States should also use this as an opportunity to fill in gaps in state law that may exist (such as having statutory access rights to hospital records but not doctor's records).

**SUMMARY**

Although the Federal Health Privacy Rule has evened out some of the inconsistencies between states' health privacy laws, gaps in protection still remain. Furthermore, the Federal Rule contains some lax standards for the disclosure of health information. State laws can play a vital role in filling these gaps and strengthening the protections afforded health information.

By enacting legislation that has higher privacy-protective standards than the Federal Health Privacy Rule, states can play three important roles. First, because they can directly regulate entities that are beyond HHS's mandate, states can afford their citizens a broader degree of privacy protection than the Federal Health Privacy Rule. Second, by having state health privacy laws, states can enforce privacy protections at the local level. Finally, action by the states can positively influence health privacy policies at the federal level by raising the standard as to what constitutes sufficient privacy protection. High privacy protections imposed by states may serve as the standard for comprehensive federal legislation, if and when Congress reconsiders the issue.

So far, states' reactions to the Federal Privacy Rule have been mixed. Only time will tell whether states will assume the mantle of leadership on health privacy or relinquish their role as the primary protectors of health information.
## APPENDIX

**State Statutes Providing Patients the Right of Access to, and Right to Amend, Their Health Records (as of November 2001)**

<table>
<thead>
<tr>
<th>State</th>
<th>Physician Records</th>
<th>Hospital Records</th>
<th>Pharmacist Records</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>Right of Access</td>
<td>Right to Amend</td>
<td>Right of Access</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Alabama</td>
<td>No</td>
<td>No</td>
<td>No</td>
</tr>
<tr>
<td>Alaska</td>
<td>Yes</td>
<td>No</td>
<td>Yes</td>
</tr>
<tr>
<td>Arizona</td>
<td>Yes</td>
<td>No</td>
<td>Yes</td>
</tr>
<tr>
<td>Arkansas</td>
<td>No(^2)</td>
<td>No</td>
<td>No(^2)</td>
</tr>
<tr>
<td>California</td>
<td>Yes</td>
<td>No</td>
<td>Yes</td>
</tr>
<tr>
<td>Colorado</td>
<td>Yes</td>
<td>No</td>
<td>Yes</td>
</tr>
<tr>
<td>Connecticut</td>
<td>Yes</td>
<td>No</td>
<td>Yes</td>
</tr>
<tr>
<td>Delaware</td>
<td>No</td>
<td>No</td>
<td>No</td>
</tr>
<tr>
<td>District of Columbia</td>
<td>No</td>
<td>No</td>
<td>No</td>
</tr>
<tr>
<td>Florida</td>
<td>Yes</td>
<td>No</td>
<td>Yes</td>
</tr>
<tr>
<td>Georgia</td>
<td>Yes</td>
<td>No</td>
<td>Yes</td>
</tr>
<tr>
<td>Hawaii</td>
<td>Yes</td>
<td>No</td>
<td>Yes</td>
</tr>
<tr>
<td>Idaho</td>
<td>No</td>
<td>No</td>
<td>No</td>
</tr>
<tr>
<td>Illinois</td>
<td>No</td>
<td>No</td>
<td>Yes</td>
</tr>
<tr>
<td>Indiana</td>
<td>Yes</td>
<td>No</td>
<td>Yes</td>
</tr>
<tr>
<td>Iowa</td>
<td>No</td>
<td>No</td>
<td>No</td>
</tr>
<tr>
<td>Kansas</td>
<td>No</td>
<td>No</td>
<td>No</td>
</tr>
<tr>
<td>Kentucky</td>
<td>Yes</td>
<td>No</td>
<td>Yes</td>
</tr>
<tr>
<td>Louisiana</td>
<td>Yes</td>
<td>No</td>
<td>Yes</td>
</tr>
<tr>
<td>Maine</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
</tr>
<tr>
<td>Maryland</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
</tr>
<tr>
<td>Massachusetts</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
</tr>
<tr>
<td>Michigan</td>
<td>No</td>
<td>No</td>
<td>Yes</td>
</tr>
<tr>
<td>Minnesota</td>
<td>Yes</td>
<td>No</td>
<td>Yes</td>
</tr>
<tr>
<td>Mississippi</td>
<td>No</td>
<td>No</td>
<td>No</td>
</tr>
<tr>
<td>Montana</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
</tr>
<tr>
<td>Nebraska</td>
<td>Yes</td>
<td>No</td>
<td>Yes</td>
</tr>
<tr>
<td>Nevada</td>
<td>Yes</td>
<td>No</td>
<td>Yes</td>
</tr>
</tbody>
</table>

\(^1\) Pritts: Altered States: State Health Privacy Laws and the Impact of the Federal Health Privacy Rule

Published by Yale Law School Legal Scholarship Repository, 2002
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<table>
<thead>
<tr>
<th>State</th>
<th>Physician Records</th>
<th>Hospital Records</th>
<th>Pharmacist Records</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>Right of Access</td>
<td>Right to Amend</td>
<td>Right of Access</td>
</tr>
<tr>
<td>New Hampshire</td>
<td>Yes</td>
<td>No</td>
<td>Yes</td>
</tr>
<tr>
<td>New Jersey</td>
<td>Yes</td>
<td>No</td>
<td>Yes</td>
</tr>
<tr>
<td>New Mexico</td>
<td>No</td>
<td>No</td>
<td>No</td>
</tr>
<tr>
<td>New York</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
</tr>
<tr>
<td>North Carolina</td>
<td>No</td>
<td>No</td>
<td>No</td>
</tr>
<tr>
<td>North Dakota</td>
<td>No</td>
<td>No</td>
<td>No</td>
</tr>
<tr>
<td>Ohio</td>
<td>No</td>
<td>No</td>
<td>Yes</td>
</tr>
<tr>
<td>Oklahoma</td>
<td>Yes</td>
<td>No</td>
<td>Yes</td>
</tr>
<tr>
<td>Oregon</td>
<td>No</td>
<td>No</td>
<td>No</td>
</tr>
<tr>
<td>Pennsylvania</td>
<td>Yes</td>
<td>No</td>
<td>Yes</td>
</tr>
<tr>
<td>Rhode Island</td>
<td>Yes</td>
<td>No</td>
<td>No</td>
</tr>
<tr>
<td>South Carolina</td>
<td>Yes</td>
<td>No</td>
<td>Yes</td>
</tr>
<tr>
<td>South Dakota</td>
<td>Yes</td>
<td>No</td>
<td>Yes</td>
</tr>
<tr>
<td>Tennessee</td>
<td>Yes</td>
<td>No</td>
<td>Yes</td>
</tr>
<tr>
<td>Texas</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
</tr>
<tr>
<td>Utah</td>
<td>No</td>
<td>No</td>
<td>No</td>
</tr>
<tr>
<td>Vermont</td>
<td>No</td>
<td>No</td>
<td>No</td>
</tr>
<tr>
<td>Virginia</td>
<td>Yes</td>
<td>No</td>
<td>Yes</td>
</tr>
<tr>
<td>Washington</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
</tr>
<tr>
<td>West Virginia</td>
<td>Yes</td>
<td>No</td>
<td>Yes</td>
</tr>
<tr>
<td>Wisconsin</td>
<td>Yes</td>
<td>No</td>
<td>Yes</td>
</tr>
<tr>
<td>Wyoming</td>
<td>No</td>
<td>No</td>
<td>Yes</td>
</tr>
</tbody>
</table>

1. This chart does not address access to mental health records. State statutes that grant access to medical records only through an attorney are treated as not granting a patient access since obtaining an attorney may impose a formidable barrier for some patients.

2. Release to patient only in contemplation of a legal proceeding.

3. The West Virginia access statute appears to apply to hospitals. The statute covers "health care providers," a term that is not defined in the statute. See W. VA CODE §§ 16-29-1 and 16-29-2 (2001). However, other parts of the West Virginia Code define the term "health care provider" as including hospitals. See W. VA CODE §§ 16-2D-2(k) and 16-29B-3 (2001).
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