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"History teaches that grave threats to liberty often come in times of urgency, when constitutional rights seem too extravagant to endure. . . . [W]hen we allow fundamental freedoms to be sacrificed in the name of real or perceived exigency, we invariably come to regret it."¹

"After 9/11, the emphasis has clearly been on physical infrastructure rather than cybersecurity. That's understandable. . . . But cyberspace is where the bad guys are going."²

I. INTRODUCTION

This Policy Essay discusses the emerging security threat of cyberterrorism and the historical impulse to restrict civil rights and civil liberties during times of national crisis. Cyberterrorism poses a significant danger that requires a strong and unequivocal response, but such a response need not sacrifice important constitutional safeguards. Frequently in our past, from the time of the two World Wars to the recent attacks on the World Trade Center, our leaders enacted policies that gave an illusion of enhancing security but in reality failed to provide additional safeguards and in the process abused constitutional rights. We argue that this historical pattern need not continue with regard to cyberterrorism. With proper planning and a sense of urgency, cyberterrorism can be addressed proactively before serious harm is done. This will not only reduce the possibility that the same terrorists who turned commercial airplanes into lethal bombs will turn our vast computer networks against us, but it will
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2. Jon Swartz, Terrorists' Use of Internet Spreads, USA TODAY, Feb. 21, 2005, at 3B (quoting Paul B. Kurtz, a former senior cybersecurity official in the Bush Administration and executive director of the Cyber Security Industry Alliance, a non-profit trade group of hardware and software companies dedicated to the improvement of cybersecurity).
also reduce the risk of unnecessary infringements of our civil liberties.

To understand properly why steps to counter cyberterrorism should be taken now, it is important to discuss briefly how widespread violations of civil liberties occurred in our past, and how they are recurring once again after the September 11 attacks. Only by understanding the context in which violations of civil liberties become prevalent does the need for action become clear. Accordingly, this Policy Essay begins with a general overview of the Bush Administration’s response to the September 11 attacks, with a particular emphasis on the disturbing parallels between long-time FBI director J. Edgar Hoover and former Attorney General John Ashcroft. With this background established, the Policy Essay then presents cyberterrorism in detail, along with the Clinton and Bush Administrations’ strategies for addressing the threat. The Policy Essay concludes with suggestions for how the problem of cyberterrorism can best be approached in the future—in a manner that will both safeguard our national security while maintaining maximal respect for our civil liberties.

II. THE BUSH ADMINISTRATION’S RESPONSE TO SEPTEMBER 11: SACRIFICING CIVIL LIBERTIES IN THE NAME OF NATIONAL SECURITY

To fully understand the importance of proactively addressing the threat of cyberterrorism now, before a major attack has occurred, it is first necessary to understand the historic pattern of executive-branch abuses that have occurred in the wake of national crises—an historic pattern that continues to this day. Accordingly, this Part of the Policy Essay begins by highlighting the striking parallels between the Bush Administration’s response to September 11 and the policies pursued by J. Edgar Hoover during his infamously abusive tenure as director of the FBI.

Hoover came to power soon after World War I and led the FBI during many of the most important events of the twentieth century, including World War II, the Cold War, and the Civil Rights Movement. Unfortunately, his forty-eight-year tenure was also marked by an undeclared war on virtually all subversives, communists, and social activists. Hoover worked as a young aide to A. Mitchell Palmer, President Wilson’s Attorney General. Together, the two men—in what are now known as the “Palmer Raids”—exploited a series of bombings by anarchists to round up thousands of suspected communists (most were members of labor unions guilty only by association) on trumped-up charges based on the recently passed Espionage and Sedition Acts. The Palmer Raids were paradigmatic of Hoover’s approach to law enforcement: eroding civil liberties in the name of national security. During World War II, Hoover...
deployed a "custodial detention list," which was nothing more than a listing of foreign nationals based on their ethnic identity rather than on any individualized behavior. After World War II, Hoover developed a list of allegedly dangerous persons that grew to more than 25,000 names by 1954.5 As the decades wore on, wiretapping without suspicion of illegal activity or a court-approved warrant became commonplace.6 Eventually, files on nearly one half of one million individuals and organizations were compiled by Hoover's FBI, while Operation COINTELPRO and the CIA's Operation CHAOS targeted thousands of allegedly dangerous individuals.7

Some positive developments resulted from these abuses. The Palmer Raids gave rise to the American Civil Liberties Union and to modern First Amendment doctrine.8 In addition, after Hoover's excesses came to light in the mid-1970s, a number of strong reforms were enacted: Attorney General Edward Levi issued guidelines in 1976 that required the FBI to investigate actual criminal conduct and not simply to monitor the constitutionally protected speech of organizations and individuals;9 the Foreign Intelligence Surveillance Court was created in 1978 to impose some judicial review on domestic spying related to foreign intelligence gathering;10 and finally, a few years later, Congress passed the Electronic Communications Privacy Act of 1986,11 which brought modern communication technologies under the umbrella of federal wiretapping laws. These protections ended many of the extra-constitutional activities of law enforcement and intelligence officials that occurred during the Hoover era.

Hoover's overzealous yet ineffective approach to law enforcement, however, was recently resurrected by former Attorney General John Ashcroft, perhaps the administrative official whose policies have best exemplified the overall approach of the Bush Administration. In just a few short years, Ashcroft managed to turn the clock back at least thirty years. His Department of

5. Id. at 102.
6. Id. at 156.
7. Id. at 155.
Justice—recently inherited by former White House Counsel Alberto Gonzales—regularly violated the rights of individuals and pursued immigrant communities in a manner disturbingly reminiscent of Hoover’s FBI. For example, soon after September 11, Ashcroft resurrected Hoover’s infamous creation of a list of foreign nationals through the implementation of the National Security Entry-Exit Registration System (NSEERS), which required tens of thousands of adult males to register with the government solely because they were from predominately Muslim countries.\(^{12}\) In addition, in May 2002, Ashcroft substantially weakened Attorney General Levi’s Guidelines, removing important safeguards that limit the scope of federal investigations and expanding the potential for the FBI to engage in domestic spying.\(^{13}\) Ashcroft also personally directed that hundreds of immigrants of Arab, Middle Eastern, and South Asian descent be rounded up and detained on pretextual charges—or sometimes on no charges at all. Some were beaten, and while many were charged with relatively minor immigration charges, not a single individual was charged with any terrorist crime related to the September 11 attacks.\(^{14}\)

John Ashcroft’s record is clear: He will be remembered, like Hoover, as a law enforcement official who dangerously (yet ineffectively) expanded governmental powers at the expense of our nation’s most valued principles by misleading the public and exploiting people’s fears.\(^{15}\) In evaluating several of Ashcroft’s policies regarding immigration and law enforcement, the Commission investigating the attacks on September 11 was unable to find evidence that any terrorists were uncovered or that any useful anti-terrorism information was obtained.\(^{16}\) Even the Department of Justice’s own Inspector


\(\text{\footnotesize\textsuperscript{15}}\) There is perhaps no better proof of his approach than his now-infamous words to Congress in the weeks after the attacks on September 11:

> [T]o those who scare peace-loving people with phantoms of lost liberty[,] my message is this: Your tactics only aid terrorists—for they erode our national unity and diminish our resolve. They give ammunition to America’s enemies, and pause to America’s friends. They encourage people of good will to remain silent in the face of evil.


General issued a report—which drew bipartisan praise for its even-handed analysis17—harshly critical of Ashcroft’s indiscriminate detention of members of certain immigrant communities on the basis of their ethnic identities.18 Although Homeland Security Secretary Tom Ridge would ultimately concede that the post-9/11 crackdown had crossed the line,19 Ashcroft offered only this: “We make no apologies . . . .”20

Ashcroft’s casual disregard for the protection of civil liberties—and the public’s concern over their erosion—was readily apparent in his defense of the USA PATRIOT Act,21 the centerpiece of the Bush Administration’s response to September 11. The Act, passed in the days after September 11, granted broad new powers to the law enforcement and intelligence communities, but also engendered intense criticism and controversy. Rather than meeting this criticism by providing useful information to Congress and the American people about how the government has employed its powers under the Act, Ashcroft instead launched a nationwide tour attacking his critics, complete with a website (www.lifeandliberty.gov) and tour dates—perhaps the first time an Attorney General has done a road show to advocate the retention of a federal statute.22

Although the new powers granted in the Act carry a potential for abuse, invasion of privacy, and profiling of individuals,23 many of its provisions address significant problems in existing law.24 The sections related to electronic surveillance,25 for example, are important efforts to update the laws to reflect

23. For example, section 215 of the USA PATRIOT Act permits the government to obtain “any tangible thing” upon a mere certification to a judge without naming a specific target. 115 Stat. at 287-88 (codified as amended at 50 U.S.C. §§ 1861-1862). Section 217 of the Act authorizes individuals to permit law enforcement to monitor their computer for “trespassers” without obtaining a warrant, exposing many computer users to unwarranted surveillance. Id. at 290-91 (amending 18 U.S.C. §§ 2510-2511). And section 412 permits the Attorney General to unilaterally detain any alien for up to seven days without judicial review. Id. at 350-52 (amending 8 U.S.C. § 1226a).
the realities of the digital age. With over two billion e-mails changing hands every day through hundreds of millions of computers, it was reasonable to address the installation of devices that can record all routing, addressing, and signaling information, under appropriate court supervision. Likewise, permitting "roving wiretaps" in foreign-intelligence gathering corrected a loophole in the law prior to 2001.  

That terrorists lived undetected within the country's borders illustrated another problem that the USA PATRIOT Act addressed—the "wall" that prohibited the sharing of information between domestic law enforcement and foreign intelligence investigations. Although the lack of cooperation between the FBI and the CIA may have largely resulted from institutional resistance within the agencies and legal misinterpretation, it undoubtedly complicated counterterrorism efforts. Provisions of the Act like section 203, which permits information from domestic criminal investigations to be shared with the intelligence community, address this problem.

USA PATRIOT Act powers are also being used, however, for a host of non-terrorism purposes, including white-collar crime, blackmail, and child-pornography investigations. For example, in a well-publicized case, the Justice Department used the Act to pursue Operation G-String, a Nevada bribery investigation involving alleged payments to local politicians in order to loosen regulations on nude dancing in strip clubs. Private Internet communications unrelated to terrorism investigations have also been monitored under PATRIOT Act powers. These are but a few examples of the abuses that the Act has engendered. In its haste to enact the Act, the Bush Administration relied on executive branch supervision—rather than meaningful review by the judiciary—to ensure that such abuses do not occur. The Administration said, in effect, "Trust us." But the nation's political system relies on checks and

3127); see also Podesta, supra note 24, at 3.


31. See also supra note 23.
balances for a reason: One branch of government cannot justify its actions based solely on its word alone.\textsuperscript{32}

Outside of its expansive exercise of Patriot Act powers for domestic law-enforcement purposes, the Administration’s record on terrorism prosecutions is also disturbing. In a report analyzing Department of Justice prosecution data for the two-year period between September 2001 and September 2003, the Transactional Records Access Clearinghouse discovered that—although more than 6400 individuals were recommended for prosecution for terror-related crimes—the median sentence for those convicted of international terrorism was only fourteen days and 1800 cases were closed without conviction.\textsuperscript{33} In addition, many terrorism prosecutions announced by the Administration to great fanfare have collapsed due to prosecutorial misconduct.\textsuperscript{34}

The Bush Administration has also revived Hoover’s practice of maintaining secret lists. The FBI and the CIA have compiled “no-fly” lists that have targeted political activists engaged in lawful civil disobedience.\textsuperscript{35} And in the days after September 11, several major airlines, including American, United, and Northwest, secretly handed to the government millions of passenger records that contained private information, including names, travel destinations, and credit-card numbers.\textsuperscript{36} The government’s missteps have not been limited to gathering excessive amounts of information in secret; it has also disseminated faulty information to the general public. Soon after September 11, the FBI released a massive list of individual names to hundreds of companies, including

\textsuperscript{32} Cf. supra notes 12-20 and accompanying text. The error of this approach is vividly displayed in the scandal of American human rights abuses in military prisons across the world. In taking the unprecedented, and unnecessary, step of discarding the protections of the Geneva Conventions after September 11 and insisting that the President’s actions in the war on terrorism were beyond review, the Administration’s legal positions arguably set in motion the chain of events which resulted in harrowing stories of abuse, humiliation, and—in some cases—torture by American personnel of foreign prisoners of war and detainees. See Neil A. Lewis, Justice Memos Explained How To Skip Prisoner Rights, N.Y. TIMES, May 21, 2004, at A10; Robert O. Boorstin, Tossing Aside the Geneva Conventions, Bush Decisions Place U.S. Troops in Greater Danger, Center for American Progress, at http://www.americanprogress.org/site/pp.asp?c=bjRJ8OVF&b=79532 (May 18, 2004); see also Ali v. Rumsfeld, No. 1:05-CV-01201 (N.D. Ill. filed Mar. 1, 2005) (alleging that Defense Secretary Donald Rumsfeld bears direct responsibility for the torture and abuse of detainees in U.S. military custody, in violation of both the U.S. Constitution and international law).


\textsuperscript{36} See John Schwartz & Micheline Maynard, Airlines Gave F.B.I. Millions of Records on Travelers After 9/11, N.Y. TIMES, May 1, 2004, at A10.
rental car agencies, data collection companies, and casinos, in an effort called Project Lookout. The list was riddled with so many errors, and changed hands so many times, that differing versions ended up all over the country and the world. Soon after releasing the list, the FBI determined that it was obsolete, but due to distribution over the Internet, it was too late to retrieve the list.  

The Bush Administration’s response to September 11 has presented the American people with a false choice: that either we can maintain our nation’s proud heritage of robust protection for civil liberties or that we can effectively secure our nation from the threat of terrorism. From John Ashcroft’s Hoover-like assault on due process standards and other constitutional rights, to the continually expanding reach of executive branch authority, many of the Bush Administration’s policies after September 11 have unfortunately inflicted damage not on the ability of terrorists to harm our nation, but instead on the basic freedoms guaranteed to all Americans by the very Constitution that we are supposed to be defending.

III. THREATS OF CYBERTERRORISM

Cyberterrorism remains in many ways an enigmatic threat, the danger of which depends on its very definition.

At its most extreme, cyberterrorism refers to the potential for a debilitating, full-scale digital assault—often referred to as a “Digital Pearl Harbor”—in which multiple attacks are launched against telecommunications networks, city power grids, and/or air traffic control systems, causing widespread destruction and possible loss of life.  

When the electricity blackout struck a large swath of the United States on August 14, 2003, many initially wondered whether terrorists were responsible. Although the blackout fortunately did not signal the beginning of a long-feared era of such large-scale cyberattacks, two-thirds of the nearly 1300 technology experts polled by the Pew Internet & American Life Project believe a “devastating” attack will be launched on the Internet or power grid in the next decade. Robert Gates, the director of the CIA during


the 1990s, said cyberterrorism could be the most potent weapon of mass destruction facing the nation, while some fear that cyberterrorism's most lethal application could come as a "force multiplier" in conjunction with a more conventional terrorist attack (for example, a digital attack on emergency-communications infrastructures in the aftermath of a traditional bombing or chemical attack). Cyberterrorism can also be considered to encompass the problem of lax cybersecurity, which permits viruses, worms, and other tools to propagate in cyberspace at a cost of approximately fifteen billion dollars per year to the global economy. Poor cybersecurity for critical infrastructure such as dams, chemical plants, and power plants has the potential to inflict significant harm on the public. Complicating protection, nearly ninety percent of our nation's critical infrastructure is owned by the private sector rather than the government. In the second half of 2002 alone, sixty percent of power and energy companies experienced at least one severe cyberattack; thankfully, none was catastrophic.

Many experts, however, consider the potential danger of cyberterrorism and cybersecurity to be overblown and misdirected. Rather than securing the nation against the specter of a catastrophic digital attack, they argue that attention must be paid to the more routine uses of the Internet by terrorists—communication, fundraising, and spreading propaganda. The very features that have fueled the Internet's exponential growth—"ease of access, lack of regulation, vast potential audiences, and fast flow of information"—are in many ways the same factors that attract terrorists. For example, in just the last eight years, the number of websites sponsored by 41. See Brian Kladko, Experts See 'Devastating' Attack on the Internet in Next 10 Years, RECORD (Bergen County, N.J.), Jan. 10, 2005, at A1.
42. See Gellman, supra note 44; Council on Foreign Relations, supra note 38.
48. WEIMANN, supra note 47, at 1.
terrorists has increased from a dozen to 4350, and new tools for encrypting messages are used nearly every day. In addition, terrorists have been some of the leading culprits behind the growing problem of cyberfraud, as they have used the Internet as a "cash cow," swiping credit card numbers, phishing for personal finance information, and stealing business documents. Credit card companies and banks lost more than $1.2 billion in the United States to online fraud in 2003 alone. Cyberfraud has become such a pervasive method of terrorist financing that Imam Samudra, the mastermind of the October 2002 bombings in Bali, Indonesia, entitled a chapter of his recent jailhouse autobiography "Hacking, Why Not?" The chapter details basic information on money laundering, online credit-card fraud, and computer programming languages, exhorting all would-be terrorists to use cyberspace to further jihad.

The diverse aspects of cyberterrorism are in many ways unsurprising. Technological advances occur on a daily basis, and terrorist networks evolve constantly, making threat assessment an inexact science at best. However, while serious questions have been raised about the technological capacity of terrorist groups to execute an attack approximating a "Digital Pearl Harbor"—or even penetrate critical infrastructure because of poor cybersecurity—it is known that al Qaeda and other terrorist operatives have researched extensive computer networks in the United States and that terrorists generally gravitate to a target's largest vulnerabilities. Hence, despite differing opinions about the precise nature of the threat, there is little dispute that the threat must be met swiftly before it is too late. And in doing so, constitutional rights and liberties can be, and must be, scrupulously observed. Society's widespread reliance on computer networks demands that those networks, and cyberspace itself, become more secure while adequate civil-liberties safeguards are observed.

A. The Clinton Years: Problem Recognized, but Not Enough Done

The Clinton Administration recognized cyberterrorism as a serious problem

49. See Swartz, supra note 2.
51. See Swartz, supra note 2; Talbot, supra note 38, at 46.
52. See Talbot, supra note 38, at 46.
54. See id. In this chapter of his book, Sumada reportedly boasts: "Any man-made product contains weakness because man himself is a weak creature. So it is with the Americans, who boast they are a strong nation." See id.
55. See Gellman, supra note 44; Green, supra note 43, at 11; Marino, supra note 44.
56. See WILSON, supra note 44, at 31-32; Hutchings, supra note 45.
and made it a primary component of national security strategy, but the
Administration also recognized the critical importance of concomitantly
safeguarding of our civil liberties. The President’s Commission on Critical
Infrastructure Protection led to the issuance of Presidential Decision Directive
63, which established a cyberterrorism command structure in the federal
government and committed the government to addressing critical
vulnerabilities in its information systems.\footnote{See Presidential Decision Directive/NSC-63 on Critical Infrastructure Protection (May 22,
the Cyber Corps program, in which top students were paid to study computer
security for two years in exchange for their commitment to work for the
government upon completion of their studies.\footnote{See Jim Landers, In Cyber Wars, Uncle Sam Wants Youth, DALLAS MORNING NEWS, Sept. 9,
1999, at A1.}

The Clinton Administration also took seriously the essential role of the
private sector in combating cyberterrorism and the need to encourage both the
government and the private sector to elevate the low priority often given to
cybersecurity. A survey has found that only seventeen percent of CEOs from
small to midsized companies have taken steps to secure their information
systems.\footnote{See White & Sclavos, supra note 46.} Former counterterrorism official Richard Clarke was fond of saying
that the typical company spends one-quarter of one percent of its information
technology budget on cybersecurity—slightly less than it spends on coffee.\footnote{See Green, supra note 43, at 12-13.} Although many discussions were held with private-sector representatives,
cooperation was not always easy. Industry leaders often said the networked
world moves too fast and the competition is too fierce for them to collaborate
with government on security.\footnote{See John Podesta, Editorial, Tools for Counterterrorism, WASH. POST, Sept. 19, 2001, at A33.} The principle that the market—not
governmental involvement—would produce optimal solutions was constantly
invoked.\footnote{See, e.g., Jonathan Krim, Who Should Keep Out the Hackers?, WASH. POST, Apr. 22, 2004, at E1.} Initiatives aimed at increasing the responsibility of the private sector
for policing its networks, closing security vulnerabilities, or helping to uncover
terrorist activity were almost uniformly resisted.

Part of the reason the Clinton Administration did not succeed in this effort
was because the threat from terrorism seemed too distant and abstract, and the
discussions lacked a sense of urgency. Then came September 11.
B. The Bush Administration: Opportunity Missed

September 11 provided a tragic opportunity to make badly needed reforms, as government and industry alike realized the need to move at warp speed to assess new threats, evaluate vulnerabilities, and build on steps already taken. Unfortunately, the Bush Administration missed this historic opportunity. As a result, it is not clear that the nation is safer from the threat of cyberterrorism today than it was four years ago—indeed, many experts have suggested that the opposite is true—while civil liberties have simultaneously been disregarded in alarming ways.

President Bush’s National Strategy to Secure Cyberspace, released with little fanfare in early 2003, originally contained important mandates on the private sector. Some of these included: requiring Internet Service Providers (ISPs) to provide firewalls to consumers; holding ISPs liable for traffic that attacked the Internet; establishing an industry-supported cybersecurity fund; holding companies’ boards of directors responsible for computer security; and forming corporate security councils to regularly review business-continuity plans and risks posed by vendors. But these reforms were pulled at the last minute in order to give more time for “industry input,” an example of the Administration’s unwillingness to prod businesses to improve cybersecurity. It appears that cyberterrorism has become another problem like global warming, where accepted wisdom is turned on its head based on industry demands, making our nation less secure as a result. The National Strategy also reflected the Administration’s lack of emphasis on protecting civil liberties—civil liberties are referenced just four times in the seventy-six page document.

One of the most glaring problems with the Administration’s approach has been its inability to elevate concerns over cybersecurity within the government; in the process, it has failed to implement the recommendations outlined in its own National Strategy after September 11. Prior to the creation of the Department of Homeland Security (DHS), responsibility for cybersecurity and cyberterrorism was located within the White House, with a direct line to the President. Such responsibility now lies in a small agency within DHS—the
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National Cyber Security Division—which has been in virtual disarray since its creation. The cybersecurity division’s director reports only to an assistant secretary of DHS. Concern over this diluted authority was so widespread that bipartisan legislation, supported by industry and many members of Congress, would have elevated the director to an assistant secretary level. Although it appeared close to passage, the Administration blocked it from becoming law.

DHS’s own inspector general concluded that DHS efforts to combat cyberterrorism and improve cybersecurity were hobbled by poor coordination, poor communication, and the absence of clear priorities. For example, the Administration initially announced that nearly 800 people were scheduled to transfer from the FBI to Homeland Security to work on cybersecurity; only twenty-two did. The division’s director stepped down last October due to his frustration over the low priority the Administration has placed on cybersecurity. He was the third person to leave the position in just eighteen months; the division’s deputy director recently departed as well. Unsurprisingly, confusion remains on how government agencies will respond to a cyberattack and whether an adequate cyberterrorism threat assessment has been conducted.

The Administration’s failure to take active steps to address cybersecurity is also evident in its approach to policymaking. For example, despite its $60 billion technology budget, it has not effectively used the federal government’s leverage as one of the nation’s largest purchasers of software to spur change, nor has it effectively leveraged government contractors to raise security standards. Even the private sector has—most tellingly—concluded that not
enough has been done to secure cyberspace. The Business Roundtable has called attention to the need for increased cybersecurity, and an alliance of technology companies has advocated for greater administrative efforts to guard against cyberterrorism. A leader of this effort stated simply, “The executive branch must exert more leadership.”

Compounding the Administration’s inadequate response to cyberterrorism is that it has, in the process, needlessly infringed on civil liberties. Rather than pursuing common-sense steps to secure cyberspace and critical infrastructure, the Administration has pursued policies that have violated constitutional principles without increasing our security. A recent effort by the Administration illustrates the point. In an attempt to gain more information about terrorist activity online, the Justice Department has begun to investigate terrorist websites—an unobjectionable and worthwhile endeavor. However, those investigations have now led to government attempts to charge criminally, under the USA PATRIOT Act’s prohibition against disseminating “expert advice or assistance” to terrorist groups, individuals operating websites that include objectionable material, even if those individuals did not create the material. The government’s first target was Sami Omar Al-Hussayen, a doctoral student in Idaho who maintained websites that the government alleged contained jihadist-related activities. The sites did contain both information praising terrorists as martyrs as well as anti-Semitic material, but even the government admitted that the “most militant” were not authored by Al-Hussayen. Despite a month-long trial in which the government presented evidence from more than 20,000 emails and 9000 phone calls, a jury acquitted


81. See Talbot, supra note 38, at 49.

82. See Lipton & Lichtblau, supra note 80.
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Al-Hussayen of the terrorism-related charges. Jurors interviewed after the trial said the government was trying to convict Al-Hussayen for exercising his First Amendment right to free speech.

In other areas, the government has likewise spent precious resources collecting information in cyberspace, in a manner that could violate constitutional rights, with little security benefit. For example, the revised FBI Guidelines, implemented by former Attorney General Ashcroft, remove important safeguards on the FBI's ability to indiscriminately peruse websites and chat rooms on the Internet. In addition, an FBI bulletin in 2003 advised local police to monitor anti-war rallies because anti-war protestors "often use the internet" and engage in "peaceful techniques that can create a climate of disorder." And recently, it was revealed that a CIA-funded effort is developing technologies to monitor chat room conversations. Perhaps the most notorious project launched during the Bush Administration was Total Information Awareness (T.I.A.), spearheaded by Admiral John Poindexter, President Reagan's former national security adviser convicted of lying to Congress, conspiracy, obstruction of justice, and destroying evidence in connection with the Iran-Contra scandal (a conviction later overturned on procedural grounds). T.I.A. promised to be a grand database capable of searching all other databases, tracking vast amounts of digital and physical

83. See Timothy Egan, Sensing the Eyes of Big Brother, and Pushing Back, N.Y. TIMES, Aug. 8 2004, § 1, at 20.
84. See id.; see also Lipton & Lichtblau, supra note 80.
87. See Zeller, supra note 50.
personal information—email, credit card transactions, travel reservations, and medical care—in order for the government to anticipate and thwart terrorist plots and activities. After a public outcry, Total Information Awareness became “Terrorism Information Awareness,” despite keeping the same focus and scope. Even this was too much for Congress, which cut its funding for domestic use. 89

The Administration’s approach to airline security—an area in dire need of improvement in the wake of September 11—exemplifies the Administration’s approach to sacrificing civil liberties in ways that do not materially enhance our safety. An airline passenger screening system, known as CAPPS (Computer Assisted Passenger Pre-Screening System) was first developed to identify suspicious patterns among air travelers. After September 11, the Administration developed CAPPS II, a system designed to authenticate passengers’ identities and assign them color-coded risk levels through the use of extensive commercial databases. Serious errors with the system prompted Congress to withhold funding for deployment and implementation. The Administration claimed to replace CAPPS II with the new “Secure Flight” program, but it too will rely on commercial data to conduct automated analysis of passenger records. 90 The government recently required airlines to submit millions of passenger records in order to test the system, 91 yet a special report issued in February by the FBI and Homeland Security concluded that commercial aviation remains vulnerable to a major terrorist attack. 92 Rather than continuing its ever-expanding acquisition of personal information, a promising alternative approach is an identification card that would permit “trusted travelers” to bypass long security lines in exchange for their voluntary submission of personal information; a pilot program doing just that began last June. 93

Based on nearly all independent standards of measurement, the Administration has failed to meet the challenge that cyberterrorism poses; in the process, our nation is less safe and less free.

89. See Carl Hulse, Congress Shuts Pentagon Unit Over Privacy, N.Y. TIMES, Sept. 26, 2003, at A20; see also Robert Pear, Panel Urges New Protection on Federal ‘Data Mining’, N.Y. TIMES, May, 17, 2004, at A12 (discussing recommendation of a federal advisory committee that Congress pass laws more protective of Americans’ civil liberties to counteract intrusive government data-mining techniques that “resemble the Pentagon program initially known as Total Information Awareness”).
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IV. CONCLUSION: WHERE TO GO FROM HERE

Combating cyberterrorism while safeguarding civil liberties is not an easy task. Were a major act of cyberterrorism to occur, it is likely the Administration’s tendency to intrude on rights and liberties in the physical world and cyberspace would continue its expansion.94 Yet we know many steps could be implemented that would be effective and protect our liberties. The following steps should be considered:95

1) Empowering the recently created Privacy and Civil Liberties Oversight Board through the appointment of seasoned advocates and technological experts who understand and take seriously the protection of civil liberties in digital age.96

2) Promoting the director of cybersecurity to an assistant secretary position within the Department of Homeland Security.

3) Requiring the federal government’s procurement contracts for purchasing software and technological equipment to include security patches and increased protection from programming vulnerabilities.97 In addition, the following steps—designed to safeguard our constitutional liberties by scaling back some of the Administration’s most unnecessary and potentially abusive policy initiatives—should also be considered:

4) Tightening the authority on roving wiretaps by requiring the identification of the targeted person and confirmation that the targeted person is using the particular device. Without these changes, the government has unchecked authority to conduct widespread surveillance, including, for example, the innocent online activities of computer users at public terminals.98

---

94. One survey found that fifty-nine percent of technology experts predict that the public will be subjected to increased surveillance in the future as electronic devices continue to proliferate. FOX ET AL., supra note 40, at 22-23.
95. The Center for American Progress, along with the Center for National Security Studies and the Center for Democracy and Technology, has detailed dozens of specific legislative and regulatory recommendations, many of which are outlined in a report released in October 2003. See CENTER FOR AMERICAN PROGRESS ET AL., supra note 24.
97. See Krim, supra note 76.
98. See CENTER FOR AMERICAN PROGRESS ET AL., supra note 24, at 16-17.
5) Requiring the Attorney General to publicly report appropriate data to Congress regarding delays in notification of the search and seizure of property and the use of the surveillance authority provided by the Foreign Intelligence Surveillance Act.99

6) Strengthening meaningful judicial oversight of law enforcement and intelligence investigations carried out under USA PATRIOT Act authorities, particularly with regard to web surfing, the use of grand jury testimony, and wiretapping by intelligence authorities. Judicial oversight provides an important check on potentially unconstitutional actions, improves the quality of investigations, and ensures confidence in the legal system.100

7) Requiring that surveillance and monitoring of South Asian, Middle Eastern, and Arab American communities be tied to suspicion of actual criminal conduct. Crude racial and ethnic profiling creates a culture of fear and suspicion in the very communities whose cooperation is vital for successful counterterrorism efforts, thereby undermining law-enforcement efforts.101

Public-private partnerships are also critical in addressing the threat of cyberterrorism. Five years ago, the federal government tackled a threat of unknown dimensions in averting the Y2K crisis. Although the seriousness of the crisis was undetermined, the government and industry acted responsibly, working together to avert possible disaster. This was accomplished not by pushing for draconian regulations or statutory mandates, but simply by requiring that businesses disclose their Y2K efforts to their shareholders. The right incentives were created by government; market forces then took hold.102

More innovation along these lines is needed. In 2001, California enacted a law requiring government agencies and private companies to give timely notice to consumers when personal data is stolen from government or company databases.103 Requiring notice—without mandating substantive measures—incentivizes both companies and the government to improve security and respect the privacy of consumers. Senator Dianne Feinstein has proposed similar legislation that would expand California’s law to the nation.104

99. See id. at 17-18, 22-23.
100. See id. at 16-23.
101. See id. at 9; COLE, supra note 3, at 53-54.
103. CAL. CIV. CODE § 1798.92-.97 (West 2004).
Lost in Cyberspace?

Such disclosure could be extended to internet service providers, requiring them to disclose in SEC filings when they have been hacked. This would create a win-win situation: Consumers would have more information about the services and privacy protections for which they pay, and companies would likely take swift steps to reduce their vulnerabilities in order to maintain consumer confidence and avoid legal liability. Lack of disclosure has been one of the chief obstacles to improved cybersecurity. After all, as Justice Brandeis wrote decades ago: “Sunlight is said to be the best of disinfectants . . .”\(^{105}\)

\* \* \*

History reminds us of the need to be diligent in guarding our civil liberties in times of great threat. Our pursuit of terrorists has expanded from airports and highways to cyberspace and the digital world, making the choice we face all the more stark: to learn from the mistakes of the past or simply to repeat them. With this history in mind, we offer one final suggestion: removing J. Edgar Hoover’s name from the FBI Building in Washington D.C. In its fight against terrorism, this Administration has taught us that symbols are important and can have a significant effect on policy; removing Hoover’s name would be a powerful symbol that the government will no longer treat civil liberties as expendable in times of crisis.

\(^{105}\) LOUIS D. BRANDEIS, OTHER PEOPLE’S MONEY: AND HOW THE BANKERS USE IT 62 (1914).